
Updated 5/11/22 

Computer and Internet Use Policy 

Yankton Community Library offers computers with Internet access and open unsecured WiFi for public 

usage. The Internet is an unregulated global information resource. As such, users are cautioned that 

information and images can be encountered which may be considered controversial and/or offensive. 

The provision of access does not mean or imply that the library sanctions or endorses the content users 

encounter. Yankton Community Library endorses the American Library Associations’ Access to Digital 

Information, Services and Networks (see attached).  

Parents and legal guardians are responsible for the information accessed by their children. Parents 

and legal guardians are advised to provide guidance and to supervise their children’s use of the 

Internet.  

Yankton Community Library:  

 Cannot guarantee confidentiality over the Internet and users who enter personal information do 

so at their own risk 

 Is not responsible for work or information lost due to computer or system malfunctions 

 Is not responsible for misplaced or stolen equipment 

 Disclaims any liability or responsibility arising from access to, or use of, information obtained 

through the Internet, or any consequences thereof 

 Is not responsible for controlling children’s Internet use 

Library Rules for Internet Use 

The Library expects patrons to use the Internet in a responsible manner respecting the rights of others 

and following the Library’s rules of behavior. The Internet computers are located in public areas and are 

used by library patrons of all ages, backgrounds, sensitivities and values. Yankton Community Library 

does not condone the use of library equipment to access obscene material.  

Users may not engage in actions that will, but are not limited to: 

 Destroy, alter, prevent or interfere with the configuration of the Library computers 

 Violate copyright or software license agreements 

 Invade or violate other individuals’ privacy 

 Sending, receiving, printing or displaying text or graphics that may reasonably be construed as 

obscene or threatening 

 Engage in activity that is deliberately offensive or creates an intimidating or hostile environment 

 Be for any illegal, unethical, or criminal purposes 

Noncompliance with this policy will result in revocation of computer privileges and/or Library use 

privileges. Illegal use may be subject to prosecution. If a patron feels that they were wrongly banned 

from computer or library privileges, they may request to be added to the agenda of the next regularly 

scheduled Library Board meeting. There they may present a letter explaining why they feel the 

decision was wrong and asking the Board to appeal the ban. The Board will then decide on whether or 

not to uphold the ban based on a majority vote of the quorum.  
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Staff Assistance and Miscellaneous Information 

 Library staff is available to provide limited assistance (15 minutes) to help users get signed in, 

find specific websites, limited assistance with applications, helping with the scanner or printer 

and various other tasks, but cannot provide extended aid.  

 Software will warn users 15 minutes before the library closing time. Computers will automatically 

shut down 10 minutes prior to the library’s closing time.  

 

 

 

Access to Digital Resources and Services: 
An Interpretation of the Library Bill of 
Rights  
The fundamental mission of libraries is to provide access to information, regardless of content or format, to everyone. 
Digital resources and services, or resources and services made primarily available online or on digital devices, are 
integral to libraries’ mission in the twenty-first century. Libraries are important points of access to many digital resources 
and services, including, but not limited to, computers, the Internet, and digital resources and tools. In order to provide 
access to digital resources and services while upholding the Library Bill of Rights, libraries must consider intellectual 
freedom principles and issues of equity to ensure that access to information is enhanced, not restricted, by digital 
technology. 

Libraries should regularly review issues arising from digital creation, distribution, retrieval, and archiving of information. 
Any review of these issues should consider users’ First Amendment rights, rights to privacy, and the core values of 
librarianship as expressed in the Library Bill of Rights and the Code of Ethics of the American Library Association. Many 
people lack access or the capability to use or create digital resources effectively. There is a need for places where people 
can access, use, or create information without impediment. It is the responsibility of libraries to provide access to digital 
resources and services and to mitigate all barriers, whether they are economic, educational, or political. The provision of 
access does not imply sponsorship or endorsement by the library. Libraries should resist all attempts by individuals, 
governments, and private entities to censor or limit access to digital resources or services. 

In making decisions about how to offer access to digital resources, services, tools, physical equipment, and networks, 
each library should consider intellectual freedom principles and issues of equity in the context of its mission, goals, 
objectives, cooperative agreements, and the needs of the entire community it serves. 
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The Rights of Users 

All library policies, procedures, or regulations relating to digital resources and services should be scrutinized for 
potential violations of user rights. User policies should be developed according to the policies and guidelines established 
by the American Library Association.1 

Users’ access to digital resources and services should not be restricted or denied for expressing, receiving, creating, or 
participating in constitutionally protected speech. If access is restricted or denied for behavioral or other reasons, users 
should be provided due process, including, but not limited to, formal notice and a means of appeal. 

Information retrieved, utilized, or created digitally is constitutionally protected unless determined otherwise by a court of 
competent jurisdiction. These rights extend to minors as well as adults.2 Libraries should use technology to enhance, not 
deny, digital access. Users have the right to be free of unreasonable limitations or conditions set by libraries, librarians, 
system administrators, vendors, network service providers, or others. Contracts, agreements, and licenses entered into by 
libraries on behalf of their users should not violate this right. Libraries should provide library users the training and 
assistance necessary to find, evaluate, use, and create information effectively. 

All people, regardless of origin, age, background, or views, possess a right to privacy and confidentiality in their library 
use.3 The library should uphold these rights by policy, procedure, and practice in accordance with Article VII of 
the Library Bill of Rights. The library should regularly maintain its systems and networks in order to protect users’ rights 
to privacy and confidentiality. As libraries increasingly provide access to digital resources through third-party vendors, 
libraries have a responsibility to hold vendors accountable for protecting patrons’ privacy. 

Equity of Access 

The digital environment provides expanding opportunities for everyone to participate in the information society, but 
individuals may face serious barriers to access. These barriers, often referred to as the digital divide, may include a lack 
of infrastructure for Internet connectivity, lack of tools (hardware or software), and lack of skills, knowledge, or means 
necessary to access digital resources.4 Libraries should be cognizant of the digital divide and work to minimize it as they 
provide access to digital resources for their communities. 

Digital resources, services, training, and networks provided directly or indirectly by the library should be readily and 
equitably accessible to all library users. American Library Association policies oppose the charging of user fees for the 
provision of information services by libraries that receive support from public funds.5 Libraries should develop policies 
concerning access to digital resources. These policies should be consistent with ALA’s policies and guidelines. When 
new digital resources are provided to library users, libraries have an obligation to provide equitable training opportunities 
to library users and workers in using those new resources. Training should also address privacy and security issues that 
accompany the use of digital resources and services. 

Information Resources and Access 

Libraries, acting within their mission and objectives, should support access to information on all subjects that serve the 
needs or interests of each user, regardless of the user’s age or the content of the material. In order to preserve the cultural 
record and to prevent the loss of information, libraries may need to expand their selection or collection-development 
policies to ensure preservation, in appropriate formats, of information obtained digitally. Libraries have an obligation to 
provide access to government information available in digital format. 

Providing connections to global information, services, and networks is not the same as selecting and purchasing materials 
for a library collection. Some information accessed digitally may not meet a library’s selection or collection-development 
policy. It is, therefore, left to each user to determine what is appropriate. Libraries and library workers should not deny or 
limit access to digital resources because of their allegedly controversial content or because of a library worker’s personal 
beliefs or fear of confrontation. Furthermore, libraries and library workers should not deny access to digital resources 
solely on the grounds that they are perceived to lack value. Parents and legal guardians who are concerned about their 
children’s use of digital resources should provide guidance to their own children. 
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Publicly funded libraries have a legal obligation to provide access to constitutionally protected information. Federal, 
state, county, municipal, local, or library governing bodies sometimes require the use of Internet filters or other 
technological measures that block access to constitutionally protected information, contrary to the Library Bill of 
Rights.6 If a library uses a technological measure that blocks access to information, it should be set at the least restrictive 
level in order to minimize the blocking of constitutionally protected speech. 

Adults retain the right to access all constitutionally protected information and to ask for the technological measure to be 
disabled in a timely and confidential manner. Minors also retain the right to access constitutionally protected information 
and, at a minimum, have the right to ask the library or librarian to provide access to erroneously blocked information in a 
timely and confidential manner. In order to ensure user privacy and confidentiality, records of these requests should not 
contain personally identifiable information. Libraries and librarians have an obligation to inform users of these rights and 
to provide the means to exercise these rights.7 

Digital resources and services allow libraries to significantly expand the scope of information available to users. Like all 
resources and services provided by the library, provision of access to digital resources and services should follow the 
principles outlined in the Library Bill of Rights to ensure equitable access regardless of content or platform. 
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